
Helping Companies Protect the Data Entrusted to Them 

Technology is evolving at a rapid pace, and today’s businesses leverage  
these advances to reach more customers, deliver faster service and gain a 
competitive advantage. As your company embraces the new opportunities 
presented by technology, it is equally critical to stay ahead of the corresponding 
threats to data and information. 

In recent years, cybersecurity as been shifting from business best practice to 
government regulation. In 2003 the Department of Homeland Security began 
an annual initiative to raise awareness about the importance of cybersecurity. 
Then in 2017, New York State announced new compliance requirements for 
a significant share of the companies and organizations headquartered in the 
state and any entity that does business with them. New York’s regulations  
set a standard for cybersecurity policies and required annual reports to certify 
compliance.

New York is one of the first states in the nation to formally regulate cybersecurity 
compliance, but in the first half of 2018, both the US Congress and the SEC began 
drafting laws and regulations around cybersecurity threats. RKL’s cybersecurity 
assessment services enable your company to take a proactive stance against threats 
to its data. Our team understands these emerging regulations and requirements, and 
has the expertise to help companies implement more robust cybersecurity programs 
or evaluate existing programs to assess compliance with regulations.

RKL’s IT and risk management professionals have decades of experience conducting 
cybersecurity assessments in the heavily regulated financial services industry. From 
vulnerability testing to deficiency identification to security improvement, our highly 
credentialed experts deliver solutions that strengthen your company’s existing 
cybersecurity efforts or develop new programs that meet the highest industry and 
regulatory standards.

RKL can help your company meet key elements of new cybersecurity compliance 
regulations including:

•	 Establishment of a cybersecurity program
•	 Adoption of a written cybersecurity program
•	 Cybersecurity training for employees
•	 Third-party service provider risk assessment
•	 Incident monitoring and reporting
•	 Information security audits

Cybersecurity Assessment Services
Why tap RKL to bolster your 
company’s cybersecurity?

•	 Experienced team of IT and 
risk management professionals 
with highest, most relevant 
cyber credentials (CISA, CISSP)

•	 Decades of experience testing, 
evaluating and implementing 
cybersecurity programs in 
highly regulated industries like 
financial services

•	 Broad range of capabilities to 
manage entire risk spectrum, 
including financial and 
operational risk



About RKL eSolutions
Since 2002, RKL eSolutions has helped growing companies maximize their technology resources and investment. Over the years, we have 
helped hundreds of small and medium sized businesses as their strategic business partner. We specialize in the needs of Entertainment, 
Software & SaaS, Professional Services, Manufacturing, and Non Profit organizations. Our experienced consultants have a passion for making 
every facet of your business successful and are intent on building a long-term relationship with every client.  
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Cybersecurity Assessment Services
Meet advancing data threats and requirements head on with RKL cybersecurity assessment services 
including:

Enhance your current  system. We’ll assist   
you in selecting,  implementing, and  supporting your  
security measures with analysis and training.

Extend your protection. We provide a range of 
cybersecurity services including risk analysis, privacy 
measures, penetration testing and disaster recovery 
planning.

Evolve as new regulations emerge. We are up to 
date on the latest local and federal cybersecurity 
compliance regulations and will help your system stay 
current and secure.  

•	 Information security policy and procedures
•	 Enterprise IT risk analysis
•	 Penetration testing
•	 Maintenance, storage and privacy of customer data
•	 Vendor and third party policies and procedures
•	 System access and user identification management

•	 Evaluation of regulatory compliance with government 
and private sector requirements

•	 Business continuity and disaster recovery plans
•	 Network security and access
•	 Program implementation and staff training


